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Behavioral Anomaly Detection

• We monitor your trended metrics, looking for 
unexpected behavior.

• Configure as you please!

• Give feedback to improve your detections!

• Patented

• Check out Tobe’s session on “Enhancing DataMiner AI 
with human feedback” @empower!

• But…

• It doesn’t see outside the behavior of a single metric.

• Only looks at single metrics, individually.
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Relational Anomaly Detection: use cases?
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Relational Anomaly Detection: why not thresholds?
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In collaboration with users!
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Arqiva – What do we do?

• We operate multiple Class 4 teleports as part of our Global Multiplexing and 
Media Distribution business

• We manage Smart Metering networks delivering over 50M data points every day

• We transmit TV and Radio from ~1450 sites across the UK

• We have a long-standing history of partnership and collaboration with Skyline, 
pushing the boundaries of DataMiner, including:

• Developed SRM-based solutions before it was productised

• Flatline detection – announced at DataMiner Inspire in 2022

• Using Apps functionality to deliver Manager of Managers for DAB Coding & Multiplexing

• Collaborating with our real-world data and use cases to help Skyline develop its RAD AI 
capabilities
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Arqiva – Applying Relational Anomaly Detection

• We started by using DataMiner dashboards

• Visualising data from many devices of the same type – e.g. Temperature v Fan Speed

• Also showing alarm data

…but we wanted to go further

• Use RAD to highlight anomalies to 2nd & 3rd Line Engineers for investigation and action

• Aiming to reduce workload on 1st Line Operations Centres by reducing fault incidents

• Enable Field Operations teams to schedule fixes, instead of having to react immediately to an incident

• Some Use Cases for RAD:

• Compare power values of amplifiers within a transmitter

• Looking at forward and reverse power in an antenna to detect signs of water ingress

• Comparing temperature values across site areas

• Checking for RF interference
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• The problem: We spend a lot of time and money on preventative maintenance, but do we get value for money?  
Can we use DataMiner to identify & highlight anomalies, enabling us to identify & fix issues before they become 
incidents?

Pictures here!
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Relational Anomaly Detection: hands-on!
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Let’s get our hands dirty
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Exercise 1: Monitoring the PAs of a DAB Transmitter
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Exercise 2: don’t detect the reboot! 

In the app, add a group 
by pressing the “Add 
Group” button on the 

top left.

Choose a  Group name 
such as “PA 

maintenance”

As the element, select 
Empower 2025 - AI -

Commtia LON 2

The group should 
monitor the output 

power of the PA* and 
the Tx Amplifier Output 

Power

Override the default 
minimal anomaly 

duration to 15’ and hit 
“Add group”

In Cube, open the 
Empower 2025 - AI -

Commtia LON  2 
element

On the “Demo Control” 
page, click “Simulate 

Reboot”

FYI: this will create a 
spike in the PA3 output 
parameter: we’ll check 

that later in the app

Click the lightbulb on 
the top right of the 

alarm console to show 
all detected relational 

anomalies

Verify the PA 
maintenance anomaly 

is not in the list!

Check the app to see 
the anomaly score and 
the behavior of the PAs
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Exercise 3: how can you use this on your system?
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Exercise 4: a fleet of transmitters
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Exercise 4: A fleet of devices! 

In the app, remove 
each group (ie select it 

and hit “Remove 
Group” (next to the Add 

Group button))

Select “Add Group” in 
the app

Select “Add group for 
each element with 

given connector” in the 
“What to add” 

dropdown

Set the Group name 
prefix equal to “DAB 

Fleet”

Select the “Empower 
2025 – AI – Commtia 

DAB protocol”

Add the “Tx Amplifier 
Output power” 

parameter

Add the “Output Power” 
parameter with filter 

PA*

No need to change any 
of the other settings, 
just click “Add group”

In Cube, open up  the 
elements under the 

STH view or open 
Empower 2025 – AI – 

Commtia LON3

Go to Demo Control 
and click “Add 

degradation” for each 
element

Verify that RAD detects 
the deviations
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Optional: don’t touch my stuff!
Configuring the Southampton equipment only
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Use the RAD API!

public class MADGroupInfo
{

public string Name { get; set; }

public List<ParameterKey> Parameters { get; set; }

public bool UpdateModel { get; set; }

public double? AnomalyThreshold { get; set; }

public int? MinimumAnomalyDuration { get; set; }
}
public AddMADParameterGroupMessage(MADGroupInfo groupInfo)

public RemoveMADParameterGroupMessage(string groupName)
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Questions?

[  A S K  A W A Y  ]
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